|  |  |
| --- | --- |
| Use case id: | 002 |
| Use case name: | Reset – Reset users Log in password  (User scenario 2) |
| Position in the system: | Reset user’s current password. |
| Permission: | Edit users own password. |
| Actors: | Forman, Site Engineer, Store Keeper, Procurement officer, Project Manager, CEO. |
| Description: | Reset users Log in password if the user forgot the password |
| Acceptance criteria: | 1. User should be able to reset his/her password if the user forgot the current password. |
| Validations: | 1. Password criteria should be displayed to the user when user clicks inside the password data field. 2. At least 7 characters, 1 number, 1 uppercase letter, 1 lowercase letter, one special character. 3. Green check mark next to 'Password' data field should be displayed that indicates to the user after typing password that the entry meets criteria. 4. Validate that inputs in 'Password' and 'Reenter Password' data fields match, Green check mark next to 'Reenter' password data field should be displayed that indicates to the user after typing if passwords match. 5. If entries in 'Password' and 'Reenter Password' do not match and user hits Submit, show error alert 'Password entries do not match' |